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全书内容包括：从远程探测一个系统，标识其中的脆弱点到发掘特定操作系统（主要是
Windows NT、UNIX、Novell
Netware）上的漏洞的完整过程。轰炸拨打程序的应用、防火墙的规避、拒绝服务型攻
击的发动、远程控制软件的滥用以及针对Web的攻击，也在本书的讨论之中。附录中还
分析了 windows 2000的安全特性。

本书讲解了很多具体攻击过程，解释了攻击者确切想要什么，他们如何攻溃相关的安全
屏障，成功之后怎么办等内容。本书特色在于几乎所有讨论过的攻击手段都有相应的对
策。

本书适合没有太多时间研究安全保障工作的网络管理员和系统管理员阅读，也可作为对
计算机和网络安全感兴趣的人员参考。
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