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您拿在手上这本书是很重要的、很特别的，我相信对你们的学习和工作也是很有价值的
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，它由两名美国无线网络技术权威所写，他们都是CWNE，也都是CWNP体系圆桌会议
成员，拥有多年的无线网络工作经验。

近年来全球的WLAN发展得非常迅速，这种情况当然也发生在中国，以至于很多公司和
个人再也无法离开Wi-Fi所带来的便捷。但是在中国市场上，几乎没有涉及无线局域网
基础理论和应用技术的优秀书籍和培训体系，设计部署无线局域网的专业人员也多凭估
计或臆想，没有理论支撑。而CWNP是目前全球唯一中立的无线培训体系，成了Wi-Fi培
训的事实标准。它与各大无线厂商的具体产品没有直接关系，非常适合掌握无线局域网
的全局理论，也是很多知名无线企业(如Aruba、Aerohive、Cisco、Fluke、Motorola等)
强烈推荐学习的课程。CWNA是该体系中无线网络管理员级别的认证，涵盖的内容非常
广泛，既适合有经验的无线网络技术人员，也适合初学者。

这本书的翻译，因翻译期间进行了改版，加上其他事务耽搁，前后历时两年，耗费了非
常多的精力。在翻译过程中，结合自己多年的WLAN培训经验，力求还原原书宗旨，但
因为国内对于无线术语尚无统一标准，可能会在阅读过程中产生混淆，这时请大家参考
原始英文进行比对，这点提醒大家注意。

需要感谢我的家人对我的理解和支持，我的母亲张征芬、太太莎和儿子琢，这两年陪伴
你们的时间确实太少了。

需要感谢本书的合作译者蒋楠，正是他前期与出版社的沟通让这本书的翻译成为现实，
他翻译的前一版的几乎一半的章节译文质量很高，也为本版的顺利完成打下了良好的基
础。

当然还要感谢我的老师David
Westcott，也就是这本书的合著者之一，是他在早期对我进行了无线网络的培训。他把
两件事当成一生的爱好和工作，一个是直升机飞行，另一个就是无线网络，而这两个事
件都有一个共同点，那就是自由，这也是我希望追求的。还要感谢Neil
Bhave，正是他让我走上了无线网络这条不归路，还要感谢思科中国公司的冯洪敏先生
。感谢他们三位在我申请CWNE时做的背书。

还要感谢清华出版社，以及王军和韩宏志两位编辑，对他们对这本书翻译所花费的漫长
时间展现出的耐心和理解表示感谢。

成为中国第一个CWNE的时候，CWNP的Julia
Baldini问我为什么对无线这么感兴趣，我总结了三个F，就是有趣(funny)、未来(future)
和自由(freedom)。当你进行无线分析的时候，这件事看似看不见摸不着，但经过对协
议的理解，利用一些专用的工具可以把这些无形的东西转成有形的时候，你会觉得很有
趣。当大家无论在工作还是生活中，离不开Wi-Fi的时候你会觉得，它应该很有前途和
未来；当你不愿受到拘束，无论生活还是内心，你会发现无线有时能满足自由这个特征
。我希望大家通过这本书也能够喜欢Wi-Fi技术，并把它当成爱好或者事业。

好了，下面就请大家就打开本书的第一页，开始成为无线网络真正的专业者吧。

朱志立
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