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《Binary
Hacks:黑客秘笈100选》的主题是关于底层程序的技术。说到底层，就是和“原始的”
计算机很接近的意思。软件的世界是一个抽象化的积累，逐步演化到现在的阶段。抽象
化就是隐藏底层的复杂部分，相比较来说是可以提高生产性、安全性的方法，并给开发
者提供程序化的手段。但是，如果认为完全不依赖底层系统级的技术来进行编程，这是
行不通的。追求性能上的最佳，尽可能提高可信赖性，想解决偶尔发生的“谜一样的错
误”，在这些情况下，了解底层系统级的技术就显得尤为重要。遗憾的是，抽象化并不
能代替所有的。

《Binary
Hacks:黑客秘笈100选》的目的就是在上述的情况下，都能使用的大量Know-how的介
绍。《Binary Hacks:黑客秘笈100选》Binary
Hack定义为“能驱动软件的底层技术的Know-how”，从最基本的工具使用开始，安全
编程，OS到提高处理器的处理性能的技术，在一个很宽泛的范围内都进行了说明。
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评论

翻译得很渣。linux上的一些编译链接技巧。其中不用libc生成binary那节现在有更精简
的办法得到更小的可执行文件了。

-----------------------------
翻译的太烂了。。

-----------------------------
看在原作的份上给三星. 翻译实在是...

-----------------------------
没有完全看完，主要是里面讲的大多数是比较偏的东西，平时不太会用到

-----------------------------
原书的确是好书，但是中译本实在翻译的太烂。这里给4颗星完全是给原作者的。

-----------------------------
同 debug hacks

-----------------------------
很不错的书

-----------------------------
个人基础不行,看得不是很懂

-----------------------------
原书不错，估计只是翻译的错了，唉，毁书不倦~~



-----------------------------
其实是一本非常好也非常实用的书，至于翻译问题，不是我见过翻译的最差的~

-----------------------------
我跳着看, 翻译质量对我影响不大

-----------------------------
不喜欢，太散

-----------------------------
实在是很难理解的翻译。可以man 相关的命令，再练习一下，自己体会书中的例子。

-----------------------------
原书四星；翻译一星，好多自造的术语

-----------------------------
大部分看不懂

-----------------------------
关于逆向的书。还没读，我也不知道自己会不会活到需要学习它的时候。

-----------------------------
翻译太差 浪费时间 可惜日文看不懂，原版应该是本好书

-----------------------------
HACKS系列好书之一。

-----------------------------
翻译大垃圾。

-----------------------------
翻译很烂，但是确实是一本不错的书。可作为debug时的一本工具书



-----------------------------
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书评

我不会日语，所以把原书给我我也看不懂。这里只说中文版。今天刚拿到书，看第二章
，ELF的规范我看过不止一遍，即使这样我也不知道第二章的前10页在说什么，或者说
我很难把这些汉字和我看过的东西联系在一起，即便是我在大脑中进行"中文<--->英文"
的转换之后。 这本书的中文用...  

-----------------------------

-----------------------------
刚看到这本书的时候，欣喜啊，觉得又有一本经典的编程著作问世了。可是看了china-
pub上的书评，听说这本书是用金山快译翻译的，有点不敢买了。
在很久以前，上中学的时候，有个老师告诉我们，要是作者在书里留下了联系方式，说
明这个作者是一个负责的人，这样的书可以买，就算...  

-----------------------------
随便一翻，看到Hack100，文献。 严重怀疑作者没有相关行业背景， 详解Unix编程
应该是 Advanced Programing in the Unix Environment
国内翻译叫做Unix环境高级编程。 计算机的构成和设计, 应该是Computer Organization
and Design. 国内翻译我记得是，计算机组织与设计 D...  

-----------------------------
翻译的实在太差，大量的句子不通顺、用词匪夷所思。很差，是给译者和编辑，大败O
Reilly的牌子。书的内容对于学习了解Linux开发一些底层知识和技巧还是有价值的，我
是把书中的内容作为索引在网上搜索自学的。 期待有负责的人士重新翻译出版。  

-----------------------------
内容非常好，翻译太**，作者居然还敢署名，看完想抽他。。。
出版社也不负责任，没有专业的审校吗。。。
翻译不好至少可以出个英文版嘛，现在也没得其它选择。。。 字数不够：
内容非常好，翻译太**，作者居然还敢署名，看完想抽他。。。
出版社也不负责任，没有专业的审校吗...  

-----------------------------
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能翻译成这样也真不容易。 strtab被翻译成了“存储器表”。。。
还有一个“大范围脱溢”我愣是没听说过，估计是“widely unwinding”吧。。。
还有一砣连读都读不通的句子。。。 我靠！  

-----------------------------
作者：Satoru Takabayashi 出版社：O'Reilly Japan  

-----------------------------
《Binary Hacks》 作者：Satoru Takabayashi 出版社：O'Reilly Japan  

-----------------------------
《Binary
Hacks:黑客秘笈100选》的主题是关于底层程序的技术。说到底层，就是和“原始的”
计算机很接近的意思。软件的世界是一个抽象化的积累，逐步演化到现在的阶段。抽象
化就是隐藏底层的复杂部分，相比较来说是可以提高生产性、安全性的方法，并给开发
者提供程序化的手段。...  

-----------------------------
本书在美国 amazon上的网页：
http://www.amazon.com/BINARY-HACKS-Tips-hackers-election/dp/7508387937/
看到了吗？ Author 是：GAO LIN ZHE ( DENG ) JIANG BIN YANG CHAO YI
太诡异了！狗屎翻译跟病毒一样，还具有传染性！  

-----------------------------
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