
Web安全测试

Web安全测试_下载链接1_

著者:霍普(Paco Hope)

出版者:清华大学出版社

出版时间:2010-3

装帧:

isbn:9787302219682

《Web安全测试》内容简介：在你对Web应用所执行的测试中，安全测试可能是最重要
的，但它却常常是最容易被忽略的。《Web安全测试》中的秘诀演示了开发和测试人员
在进行单元测试、回归测试或探索性测试的同时，如何去检查最常见的Web安全问题。
与即兴的安全评估不同的是，这些秘诀是可重复的、简洁的、系统的——可以完美地集
成到你的常规测试套装中。

《Web安全测试》中的秘诀所覆盖的基础知识包括了从观察客户端和服务器之间的消息
到使用脚本完成登录并执行Web应用功能的多阶段测试。在《Web安全测试》的最后，
你将能够建立精确定位到Ajax函数的测试，以及适用于常见怀疑对象（跨站式脚本和注
入攻击）的大型多级测试。
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评论

还不错。

-----------------------------
完全以实用为导向，面向测试而非开发人员的一本小册子，可以当成步骤详细的Check
List用

-----------------------------
: TP393.408/1286

-----------------------------
内容挺充实的，这题材的书不多，缺点就是翻译不够专业

-----------------------------
learn something new

-----------------------------
基本技巧

-----------------------------
杀过去，买本拿回来看看，让那帮土鳖装x，搞死他们！
非常推荐，上面虽然是用perl语言，但是，看上去也是不错的，如果你想做些坏事，那
就继续这样的测试吧！

-----------------------------
There are two ways of constructing a software design: One way is to make it so simple
that there are obviously no deficiencies, and the other way is to make it so complicated
that there are no obvious deficiencies. The first method is far more difficult

-----------------------------
比较基础的web安全测试，看了部分，被做测试的MM借去了

-----------------------------



比较实用的测试手册，适合上手

-----------------------------
讲的太浅了，适合做入门手册

-----------------------------
这本书的思路蛮新颖的，他不在注重单一的漏洞成因和利用方法，而开始肢解操作，把
视角回归到每一次握手，这种视角是一种真正的、带有实战经验的测试过程，这本书对
这种视角的阐述让我异常深刻，与传统的安全类图书迥然相异。

-----------------------------
刚开始看起来，还挺初级的，坚持往后翻，有很多不错的工具介绍和案例说明，耳目一
新。从补足知识面的角度，推荐一看。

-----------------------------
关于各种工具的使用. 很基础. #代码大多都是Perl

-----------------------------
这方面的书真的很少，没有什么选择。而且这个领域觉得又是实践性很强的领域，光看
书是不够的。本书可以作为入门，了解一下web安全测试。

-----------------------------
本书主要从测试的角度Web方方面面安全漏洞的检测，书中有很大一部分是各种工具的
使用，没有太多深入原理与防御。Web安全深似海啊，有时间再把手边的《白帽子》看
了~

-----------------------------
高手们可以直接无视了，我这水平的看了都没啥惊喜。

-----------------------------
各种工具介绍，理论很少；各种脚本，各种测试点说明

-----------------------------
有许多很有用的工具介绍



-----------------------------
面广而浅，适合基础人士，测试代码全部是丑到爆的perl

-----------------------------
Web安全测试_下载链接1_

书评

这是我看的第一本系统讲解web安全的书籍。
作者是很有经验的业内人士。书中经常因为讲解某个安全测试方法而以自己的工作经历
做例子。看过之后你会有对网站安全匪夷所思的感觉。
原来web程序有着那么多不安全的可能性。
本书讲解层次分明。可操作性强。语言简明。  

-----------------------------
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