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Web applications are used every day by millions of users, which is why they are one of
the most popular vectors for attackers. Obfuscation of code has allowed hackers to
take one attack and create hundreds-if not millions-of variants that can evade your
security measures. Web Application Obfuscation takes a look at common Web
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infrastructure and security controls from an attacker's perspective, allowing the reader
to understand the shortcomings of their security systems. Find out how an attacker
would bypass different types of security controls, how these very security controls
introduce new types of vulnerabilities, and how to avoid common pitfalls in order to
strengthen your defenses. 

Looks at security tools like IDS/IPS that are often the only defense in protecting
sensitive data and assets 

Evaluates Web application vulnerabilties from the attacker's perspective and explains
how these very systems introduce new types of vulnerabilities 

Teaches how to secure your data, including info on browser quirks, new attacks and
syntax tricks to add to your defenses against XSS, SQL injection, and more
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评论
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书评

实在是满目的奇技淫巧，各种HTML、JavaScript和PHP等的技巧，很开眼界，非常赞。
不过有些地方因为时间关系，浏览器可能已经不支持了，把碰到的稍微记一下。
1、P86 的Regular expressions as functions
这段，现在这个用法大多数浏览器已经不支持了，当然如果是老的浏览器，...  
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